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> SMALL AND MEDIUM-SIZED
BUSINESSES RANSOMWARE SURVEY

OVERALL SURVEY RESULTS (> GET THE FULL REPORT!

/ o of SMBs do not have a written
o incident response plan to respond to
threats such as a ransomware attack.
Of those that have a plan... @

21% 34%

do not test
employees for
susceptibility to phishing.

tested the plan
over six months ago.

do not have backups offline
that cannot be encrypted
by ransomware.

75%

would survive only 3 to 7 days
from a ransomware attack. @

47% would survive only 28% would survive only

3 DAYS from a 7 DAYS from a
ransomware attack. ransomware attack.

The SMBRS isa Blindstirvgyfsbonsored by CyberCatch-of 1,200 randomly selected small and medium-sized businesses (SMBs) in
U.S. and CanadasSMBirespondents were less than 500 €mployee ofganizations;and included for-profit as well as not-for-profit.
Survey respondents Wereewners, CEDs, senior management or IT managefnert at"'SMBs.
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