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The Q1 2022 SMBVR focuses on 12,050 SMBs spread across 10 SMB types 
that were randomly sampled in North America. A newly detected
vulnerability, “Session Riding”, was discovered at a significant level, 
along with spoofing, clickjacking and sniffing vulnerabilities.
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SMBVR
Small and Medium-Sized Businesses 
Vulnerabilities Report 

The SMBVR is the first cybersecurity research report in the world 
focused exclusively on small and medium-sized businesses 
(SMBs) to detect any significant vulnerabilities that an attacker 
could exploit from the outside.

The focus of the research was to detect any significant 
vulnerabilities in a SMB’s website, software or application 
exposed to the Internet and visible and accessible to an attacker.

SMB SEGMENTS:
1. Defense Contractors

2. Manufacturers

3. Shipping & Transportation

4. Technology Companies

5. MSPs & ISPs

6. Law Firms

7. Accounting Firms

8. Colleges and Universities

9. Medical Practices

10. Dental Practices
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