
IMMERSIVE 
Cybersecurity awareness training

CyberSavvyIQ is a series of next generation security 
awareness training published by CyberCatch. It 
combines the best of two entertainment worlds, 
movies and games, into an immersive virtual reali-
ty experience like no other. 

It is a series of learning games that simulate how 
cyber attackers actually steal data and install ran-
somware and is based on actual cyber attacks.



ROLE PLAY 
Real-world cyber attacks

Make your employees CYBER SMART, so
your organization becomes CYBER STRONG.

www.cybercatch.com/cybersavvyiq
  START PLAYING NOW

  

Watch Trailer

Request Demo

Hack Ops is the first learning game in the series. Since 
there are two primary ways cyber attackers are break-
ing into the network and stealing data and installing 
ransomware (i.e. spear phishing and exploiting vulnera-
bilities), the learner will role play a "newbie hacker" and 
learn HOW:

• Hackers do reconnaissance 
• Spear phishing is crafted & executed
• Front-door internet-facing IT assets vulnerabilities 

are exploited
• Third-party vulnerabilities are exploited to break in 

from the back door
• Data is exfiltrated & ransomware is installed & what 

could have prevented the harm from occurring 
• Unknown back doors are left behind and why

Everything is based on recent, blockbuster 
cyberattacks, simulating the attacker, so the learning 
is real-world, entertaining, sticky and lasting.

There is also a “Hollywood” movie-style surprise ending 
waiting for the learners at the end of the game.

VR iPad Desktop

https://cybercatch.com/cybersavvyiq/

